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Pr.G Data Mobile Internet Security 1Dev 1Y

 

Cena : 26,60 zł

Nr katalogowy : 12834
Stan magazynowy : brak w magazynie
Średnia ocena : brak recenzji

 
080885

Rodzaj: Bezpieczeństwo
Wersja: Box medialess
Licencja: Komercyjna
Nośnik: Do pobrania
Liczba stanowisk / jednostek: 1
Czas trwania: 1 rok
Szczegóły licencji:
Licencja z cogodzinnymi aktualizacjami sygnatur zagrożeń, aktualizacja oprogramowania i bezpłatny upgrade do nowszej wersji.
Wersja językowa: Polska
Wymagania sprzętowe:
Urządzenia mobilne (tablet lub smartfon) z systemem Android 2.1 lub nowszym, 14MB wolnej pamięci
Internet Security for Android
Twoje urządzenia z systemem Android bezpieczne gdziekolwiek będziesz
G Data Internet Security for Android oferuje kompleksową ochronę urządzeń mobilnych z Androidem. Oprócz ochrony przed złośliwym oprogramowaniem,
szkodliwymi aplikacjami i innymi zagrożeniami z internetu, nasza aplikacja chroni przed fatalnymi konsekwencjami zgubienia lub kradzieży sprzętu.
Smartfon może zostać zlokalizowany dzięki nadajnikowi GPS, a dane przechowywane w jego pamięci mogą zostać zdalnie wykasowane chroniąc je przed
dostępem osób niepowołanych. Ulepszona ochrona przed phishingiem oraz nowy skaner antywirusowy działający w oparciu o chmurę obliczeniową. Potrafi
unieszkodliwić nawet najnowsze zagrożenia, oferując tym samym pełną ochronę dla urządzeń mobilnych.

Antiphishing zabezpieczenie przed próbami phishingu podczas korzystania z sieci oraz stronami zawierającymi złośliwy kod, dzięki detekcji opartej o
technologie chmury obliczeniowej.

Obrona przed niebezpiecznymi aplikacjami. G Data sprawdza uprawnienia nadawane instalowanym aplikacjom i ostrzega przed nieautoryzowanym
dostępem oraz funkcjami szpiegującymi.

Ochrona przed złośliwym oprogramowaniem. Skaner antywirusowy w technologii chmury pozwala na oszczędność zasobów obliczeniowych sprzętu oraz
zapewnia zawsze aktualne bazy sygnatur.

Ulepszony filtr połączeń głosowych i wiadomości SMS. Blokowanie połączeń przychodzących i wychodzących. Funkcja pozwala na blokowanie całych
zakresów numerów np. numerów Premium o podwyższonej opłacie.

Ochrona przed utratą urządzenia. W przypadku utraty sprzętu oprogramowanie pozwala na zdalne wykasowanie danych, blokadę urządzenia lub jego
lokalizacje za pomocą sygnału GPS.

Blokada urządzenia na wypadek zmiany karty SIM. Aplikacja wykrywa nieautoryzowaną zmianę karty, samodzielnie blokuje urządzenie jednocześnie
powiadamiając o tym prawowitego użytkownika.

Zabezpieczanie aplikacji hasłem pozwala na kontrole dostępu podczas korzystania z urządzenia przez osoby trzecie. Przykładowo możemy ograniczyć
dostęp do aplikacji sklepów internetowych lub VOD, które generują ruch sieciowy i mogą narazić użytkownika na dodatkowe koszty.
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Ochrona kontaktów. Funkcja pozwala na ukrywanie ważnych kontaktów, danych adresowych, historii połączeń i
wiadomości zapisanych w urządzeniu. Dostęp do historii wyłącznie na podstawie hasła.

Odświeżony, ulepszony interfejs z asystentem konfiguracji oraz nowym centrum zabezpieczeń.

 

M
IR

 C
en

tru
m

 K
om

pu
te

ro
we


